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1. INTRODUCTION

As the year 2022 enters its middle range, the world is assisting an abnormal event with a
heavy impact on cyber security, the Russian-Ukraine conflict. Since the beginning of this
conflict that two immense groups have been created and explore security flaws within
each side and to do so with success, they resort to vulnerabilities, coercion, or social
engineering techniques. Protecting information, actors, and their frameworks has
emerged as a critical struggle and science has an immense role in performing and
maintaining security actors one step forward in this scenario.

In the first regular issue of 2022 of the ARIS2 - Advanced Research on Information
Systems Security, an International Journal, two research articles were accepted from ten
submissions, resulting in an acceptance rate of 20 percent. These two papers show that
information security, awareness, and resilient systems are foundational elements of
contemporary information systems, and they now have an additional duty, specifically
and above all, to keep safe user-provided private information. Industry-led research
indicates that 45 percent of major enterprises and 29 percent of SMEs have already

experienced some sort of security attack [1].
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Before making products available to the general public, companies must take into account
the new risks and problems brought about by the widespread use of resources that enable
quick connectivity, such as the smartphone, thus anticipating vulnerabilities and allowing
risk mitigation [2].

Academic research surfaces at this precise time with consistent answers that should be

announced to the world as the direction to go in the form of scientific research [3].

Furthermore, according to recent studies, the area of information security research is
expanding but is neither straightforward or linear [4]. According to research, a new zero
day or loophole is generated for every security advance, and the media ignores these
developments. After a significant amount of time spent operating covertly, Zero-Day can
have an impact on both companies and people in general [5]. Societies can forecast the
effects of a zero-day vulnerability, leading to a more secure usage of technology, through

research and inquiry that frequently uses methods like forensics and threat analysis [6].

2. STRUCTURE

In the first Issue of the ARIS? - Journal, the reader will have online access to two research

works about:

1. Atrtificial Intelligence as a Support Tool to Cybersecurity Activities.

2. Analysis of Infrastructural Challenges, Cybercrime, and the Cashless Policy in Nigeria.

The papers evaluated by double blind review system belong to authors who presented the
results of their studies that fit in the scientific areas of the ARIS? Journal; so, they were

accepted for publication in this international scientific journal.
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