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1. INTRODUCTION 
 

Strong cybersecurity measures have never been more important than they are in the 

contemporary digital age [1] when our reliance on networked information systems is 

growing at an ever-increasing rate [3]. Individuals, corporations, and governments all face 

daunting difficulties as a result of the dynamic and ever-changing nature of cyber threats 

[3]. At this point in time, cybersecurity is not only a technical requirement; rather, it is an 

essential component in the process of protecting trust, privacy, and the integrity of the 

digital sphere [4]. 

 

While we are in the process of exploring this edition of "Advanced Research on 

Information Systems Security," our primary focus is on gaining a knowledge of the 

complex issues that are faced by those who work in the field of cybersecurity and finding 

solutions to those challenges. The landscape is characterized by a variety of risks, which 

range from sophisticated social engineering strategies to the ever-evolving techniques 

deployed by cybercriminals. These threats are threatening the landscape. The utilization 

of interdisciplinary research and creative techniques is absolutely necessary in order to 

successfully navigate this complex terrain.  
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2. STRUCTURE 
 

In the second issue of the third Volume of the ARIS2 - Journal, the reader will have online 

access to four research articles as follows: 

1. Social Engineering as a Tool for Warfare - A Look at the 2022 Dollar Bill Rejection Hoax 

in Nigeria 

Unraveling the intricacies of social engineering and its role in modern cyber warfare. 

Analyzing the 2022 Dollar Bill Rejection Hoax in Nigeria as a case study. 

 

2. Phishing in Web 3.0 - Opportunities for the Attackers, Challenges for the Defenders 

Exploring the escalating threat landscape of phishing attacks in the era of Web 3.0. 

Identifying opportunities for attackers and challenges faced by defenders in the evolving 

digital paradigm. 

 

3. IoHTs - Cybersecurity Approach in Internet of Healthcare Things 

Investigating the intersection of cybersecurity and healthcare in the era of Internet of 

Healthcare Things (IoHTs). 

Proposing a comprehensive cybersecurity approach to safeguard sensitive medical data. 

 

4. Enterprise Transformation Projects, The Role of The Polymathic Security Learn 

Processes (ETP-PSLP) 

Examining the vital role of Polymathic Security Learn Processes (PSLP) in large-scale 

Enterprise Transformation Projects (ETP). 

Emphasizing the need for a multidisciplinary approach to address intricate security challenges 

in enterprise settings. 

 

We would like to express our appreciation for the rigorous contributions from researchers 

worldwide. While this edition received a significant number of submissions, only these 

four outstanding papers were accepted for publication. The selection was based on their 

academic rigor, relevance to the theme, and potential to contribute meaningfully to the 

advancement of cybersecurity knowledge. This edition brings together a diverse set of 

perspectives, each contributing uniquely to our understanding of cybersecurity in the 

contemporary landscape. From the human elements of social engineering to the 

challenges posed by emerging technologies, these accepted papers collectively provide a 

comprehensive view of the current state of cybersecurity and the innovative approaches 

required to secure our digital future. 
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Join us in this exploration as we delve into the complexities, vulnerabilities, and solutions 

that define the ever-evolving world of cybersecurity. 
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